
PHISHING SCAM
Phishing is a type of cybercrime in which someone pretends to be a 
legitimate institution and contacts a target or targets by email, phone, or text 
message. The goal is to get the target to give sensitive information, such as 
personal information, banking and credit card information, and passwords.

HOW TO PROTECT YOURSELF?

Do not reply to emails asking for personal or financial 
information.
Use an antivirus and firewall software.
Be careful of downloading any attachment or files from emails.
Do not follow links in emails recklessly.

Here’s what a recent scam aimed at UM students looked like.
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